Załącznik nr 3 do Warunków Zamówienia /WZ/

**OPIS PRZEDMIOTU ZAMÓWIENIA**

**Przeprowadzenie audytu bezpieczeństwa informacji i diagnozy cyberbezpieczeństwa dla Starostwa Powiatowego we Włocławku w ramach grantu „Cyfrowy Powiat”.**

* 1. Wykonawca przeprowadzi audyt bezpieczeństwa informacji i diagnozę cyberbezpieczeństwa jednostki samorządu terytorialnego – Starostwo Powiatowe we Włocławku.
  2. W ramach prowadzonych prac Wykonawca:
  3. Przeprowadzi Audyt bezpieczeństwa informacji oceniający obecny poziom cyberbezpieczeństwa Starostwa Powiatowego we Włocławku.

Audyt powinien obejmować analizę obecnego stanu poziomu bezpieczeństwa jednostki samorządu terytorialnego i zakończyć się raportem zawierającym, w szczególności:

* Czas i zakres badania
* Opis artefaktów
* Opis zauważonych problemów
* Analizę zidentyfikowanych problemów
* Wnioski z analizy
* Rekomendacje poprawy stanu obecnego
  1. Podczas konsultacji Wykonawca zobowiązany jest zapewnić wsparcie eksperckie dla pracowników Starostwa Powiatowego we Włocławku w obszarach technicznych (np. wsparcie w konfiguracji, konsultacje architektury sieci, niezbędne inwestycje w technologie) jak i obszarach proceduralno-prawnych związanymi z obowiązkami ciążącymi na podmiotach publicznych (np. KRI, KSC).
  2. Przeprowadzi Diagnozę cyberbezpieczeństwa w zakresie określonym w „Formularzu informacji związanych z przeprowadzeniem diagnozy cyberbezpieczeństwa” stanowiącym załącznik nr 8 do Regulaminu Konkursu Grantowego Cyfrowy Powiat
  3. Audyt i Diagnoza musi być przeprowadzona przez osobę posiadającą certyfikat uprawniający do przeprowadzenia audytu, o którym mowa w Rozporządzeniu Ministra Cyfryzacji z dnia 12 października 2018 r. w sprawie wykazu certyfikatów uprawniających do przeprowadzenia audytu (Dz. U. 2018 r. poz. 1999).
  4. Wykonawca przekaże wynik przeprowadzonej diagnozy w postaci pliku wypełnionego arkusza kalkulacyjnego formularza, o którym mowa w pkt. 2.3., podpisanego podpisem cyfrowym (weryfikowanym certyfikatem kwalifikowanym lub przy wykorzystaniu profilu zaufanego) przez osobę posiadającą uprawnienia, o których mowa w pkt. 3.
  5. Jednostki samorządu terytorialnego biorące udział w projekcie „Cyfrowy Powiat” są zobowiązane do przeprowadzenia diagnozy cyberbezpieczeństwa będącej przedmiotem niniejszego zamówienia. Niezwłocznie po jej przeprowadzeniu, jej wyniki mają być przekazane przez Zamawiającego do Naukowej i Akademickiej Sieci Komputerowej – Państwowego Instytutu Badawczego (NASK) za pośrednictwem platformy ePUAP. Dane z diagnozy przekazane przez JST do NASK posłużą do opracowania raportu na temat stanu bezpieczeństwa systemów jednostek samorządowych. Wykonawca jest zobowiązany mieć na uwadze powyższy cel przeprowadzenia diagnozy i jej przeznaczenie.